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Attack defection is important for wireless nefworks and communications generally. Ship ad
hoc nefworks (SANET) are a subset of wireless networks that are vulnerable to denial-of-
Figures service affacks. These atiacks are one of the main challenges facing maritime networks,

Authors

118 ¢
By

B, |:PJ:' \‘.]} Al ||h'



